CONFIDENTIALITY pursuant to Sec. 79 (2) of Act of the National Council of the Slovak Republic (NC SR) No. 18/2018 Coll. on personal data protection as amended

Controller: 		Gymnázium bilingválne	
Registered office: 	Ul. T. Ružičku 3 Žilina, 01001	
Represented by:  	Mgr. Viktor Tanító, director	 
Company Reg. No.: 	36148563		
Tax Reg. No.: 	2021516827		
(hereinafter referred to as “Controller”) 

1. Controller pursuant to Act of the NC SR No. 18/2018 Coll. on personal data protection as amended (hereinafter referred to as “Act of the NC SR No. 18/2018 Coll.”).
2. Controller only processes personal data that corresponds to the purpose of its processing with its scope and content and is essential for the achievement of this purpose. 
3. [bookmark: _GoBack]Controller processes and uses personal data exclusively in a manner that corresponds to the purpose it has been collected for.
4. Controller is obliged to maintain confidentiality about the personal data[footnoteRef:1] They process[footnoteRef:2]. [1:  Personal data is the data related to an identified natural person or identifiable natural person who can be identified directly or indirectly in particular on the basis of a generally applicable identifier, other identifier as is, for example, name, surname, identification number, location data or online identifier, or on the basis of one or more characteristics or features that comprise Their physical identity, physiological identity, genetic identity, mental identity, psychic identity, economic identity, cultural identity or social identity.      
]  [2:  The processing of personal data is a processing operation or set of processing operations with personal data or files of personal data, mainly collection, recording, organisation, structuring, storage, alternation, retrieval, consultation, use, disclosure by transmission, dissemination or otherwise making available, combination, restriction, erasure, regardless of whether it is done by automated or non-automated means. 
] 

5. The obligation of confidentiality shall last even after the termination of processing of personal data.
6. Pursuant to the abovementioned provisions and pursuant to Sec. 79 (2) of Act of the NC SR No. 18/2018 Coll. on the personal data protection as amended, Controller binds you,

............................................................................			.......................................
degree, name, surname of an authorised person	                                     date of birth

as an authorised person, to maintain confidentiality of personal data of all the natural persons (data subjects) you come into contact with when carrying out work tasks, duties or other activities arising out of the job description, or membership or job positions at Controller.

7. The obligation of confidentiality of the personal data you come into contact with at Controller during the term of your employment or the performance of work obligations and activities arising out of the membership or job positions at Controller shall continue also after the termination of employment or similar employment relationship. 

8. Controller reminds you that situations considered to be a breach of personal data protection[footnoteRef:3] are those where it comes to illegal or unlawful treatment of personal data either intentionally or as the result of negligence of the obligations and measures taken to protect it. If the personal data protection breach is not resolved appropriately and in a timely manner, it may cause bodily harm, material or non-material damage to natural persons, or any other serious economic or social disadvantage. The personal data protection breach may be caused by, for example, an intentional cyberattack or unintentional misconduct while it may lead to the breach of integrity, availability and confidentiality of personal data.   [3:  A personal data protection breach is a breach of security which leads to accidental or unlawful destruction, loss, alternation or unauthorised disclosure personal data transmitted, stored or otherwise processed personal data or to an unauthorised access to it.  ] 


9. The Office for Personal Data Protection may impose a fine of up to the amount of € 20,000,000 for the non-compliance with or breach of any obligation stipulated by Act No. 18/2018 Coll. on personal data protection as amended. 

         	                     ....................................................................
                            Controller´s signature  


I understand:      ...........................................................
          data subject´s signature  
